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Safeonweb to become big sister!

The Centre for Cybersecurity Belgium launches a new initiative for companies and organisations in
Belgium: Safeonweb@work. Safeonweb, which aims to make the entire population safer online, is
getting a little brother: Safeonweb@work. The aim of Safeonweb@work is to strengthen the cyber
resilience of Belgian companies and organisations. It does this by providing advice, recommendations
and tools that enable organisations to identify and mitigate the vulnerabilities of their systems and to
be alerted in case of cyber threats.

Cybersecurity in figures

e 23% of companies have experienced an IT security incident (unavailability of ICT services, destruction
or corruption of data, disclosure of confidential data);

¢ In order to raise awareness of the importance of IT security, five out of ten companies make their
employees aware of their ICT security obligations. On the other hand, only 34.1% of companies have
documentation on ICT security policies, practices or procedures.

Among other things:

e 75.1% of companies in Belgium use a strong password but only 24.7% of them use multi-factor
authentication;

® 62.7% of companies in Belgium backup their data;

¢ 48.9% of companies in Belgium control access to their network;

e 23.7% of companies in Belgium analyse their risks of cyber incidents;

¢ 13.4% of companies in Belgium employ IT specialists;

* 26.1% of companies in Belgium organise cyber risk awareness training;

¢ 15.9% of companies in Belgium have cybersecurity documents or procedures;

Source: Statbel - Survey on the use of ICT and e-commerce in companies 2022

Centre for Cyber Security Belgium launches Safeonweb@work

Safeonweb@work is an initiative of the Cybersecurity Centre Belgium (CCB) aimed at Belgian companies
and organisations. Its aim is to strengthen the cybersecurity of Belgian companies and organisations by
providing them with advice, recommendations and tools via various services, enabling them to identify
and mitigate the vulnerabilities of their systems and to be alerted to cyberthreats.
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The launch of the platform will be supported by a communication campaign to raise awareness among the
target audience.

The campaign starts on Tuesday 14 November 2023.
The following materials will be available:

¢ Online video - 30", 15" and 6"
e Print ad in 2 formats

¢ Toolkit consisting of:

e 1 poster A3+A4 in HR + LR
e 1 online banner 300x600, 468x400, 840x150

e 1 email signature

About Safeonweb@work

Safeonweb@work is available online at : https://atwork.safeonweb.be/

We invite organisations to register on the platform to benefit from additional services.
All Safeonweb@work services are completely free of charge.
Organisations will be able to find several tools and services such as :

e Cyber Threat Alerts
A service that helps organisations investigate and mitigate potential cyber threats on their network by
notifying them of vulnerabilities and infections.

e CyberFundamentals Framework
A set of concrete measures to protect data, significantly reduce the risk of the most common cyber
attacks and increase an organisation's cyber resilience.

¢ Policy templates
A set of customisable and editable cybersecurity policy documents to facilitate the implementation of
information security management within an organisation.

¢ Self-assessment
An online form that allows you to assess your organisation's cybersecurity maturity level. After
answering questions on cybersecurity topics, you will be able to measure your level of maturity,
compare your level with similar organisations, and benefit from our practical recommendations to
address any gaps identified.
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Organisations can also find articles, news, tips and content to help them improve their level of
cybersecurity.
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