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# **Les « Red Daemons » belges** en route pour

# L’EUROPEAN CYBER SECURITY CHALLENGE

# Bruxelles, le 10 octobre 2018

Une équipe de dix étudiants belges en ICT âgés de moins de 21 ans représentera notre pays lors de l’European Cyber Security Challenge (ECSC2018) qui se déroulera du 14 au 18 octobre à Londres.

Ce sera l’occasion pour eux de se mesurer aux meilleures équipes issues de dix-sept autres pays européens. Les participants à l’ECSC2018 devront faire preuve de grandes compétences techniques et humaines pour remporter la compétition. Par ailleurs, le travail d’équipe et l’aisance oratoire seront indispensables s’ils entendent résoudre différents défis complexes en matière de cybersécurité.

L’ECSC2018 est né sous l’impulsion de plusieurs pays européens et son organisation a été soutenue et facilitée par l'ENISA. Cette compétition vise à attirer des talents en cybersécurité issus de toute l'Europe et à mettre les acteurs du secteur de la cybersécurité en contact avec de jeunes talents prometteurs.

## L’équipe belge: les Red Daemons

L'équipe qui représentera la Belgique est l'équipe qui a remporté le Cyber Security Challenge Belgium (CSCBE), qui a eu lieu en mars dernier. Cette équipe sera renforcée par les cinq meilleurs étudiants participants âgés de moins de 21 ans; nous serons ainsi en mesure d’envoyer une équipe de dix participants à Londres. Le CSCBE est une compétition nationale à laquelle peuvent participer tous les étudiants en ICT de dernière année des universités et des hautes écoles belges.

Après un premier tour de qualification auquel ont participé plus de 500 étudiants, ce sont 146 participants qui se sont affrontés au cours d'une phase éliminatoire de deux jours qui a mis leurs nerfs à rude épreuve.

À la clé pour les étudiants : la possibilité de décrocher un emploi ou un stage. Les vainqueurs du CSCBE se sont vu offrir un voyage et un accès à la DEF CON, l'une des plus grandes conférences dédiée aux pirates informatiques qui se déroule à Las Vegas.

Le mot des partenaires

**Phédra Clouner, directrice adjointe du Centre pour la Cybersécurité Belgique (CCB)** : *Nous sommes fiers de pouvoir envoyer une équipe d'étudiants talentueux à Londres. Nous sommes convaincus qu'ils représenteront dignement notre pays. En même temps, il est important que ces étudiants en ICT se fassent le porte-drapeau des études en cybersécurité. En Belgique, comme dans tous les pays, il manque d’experts en cybersécurité, alors que le besoin dans ce domaine devient criant. C'est une occasion pour nous d'investir dans l’avenir de la cybersécurité et dans les talents de demain qui nous aideront à protéger notre pays.*

**Kurt Ceuppens, CEO de NVISO et initiateur du** **projet** : *En tant qu'initiateur du Cyber Security Challenge en Belgique, je suis très fier de voir que le projet est devenu une opportunité à ne pas manquer pour les étudiants et le secteur. Le fait que l'équipe qui représentera la Belgique à l'European Cyber Security Challenge provienne du CSC Belgium est pour nous une nouvelle confirmation de la qualité de l'événement et du talent des participants. Espérons qu'ils ramènent la coupe en Belgique, ce serait une première !*

**Jan De Blauwe, Cyber Security Coalition** : *La cybersécurité belge est un véritable marché de niche. Sans des initiatives comme celle du CSCBE, il nous faudrait constamment chercher à réunir les meilleurs candidats. Le Cyber Security Challenge Belgium crée des opportunités sans précédent pour le secteur. Grâce au Challenge, nous élargissons le groupe des futurs collaborateurs potentiels en sécurité. Raison pour laquelle nous ne pouvons que soutenir le projet.*

**Dominiek Christiaens, Head Security Operations Center CBC** : *En tant qu'institution financière, nous sommes toujours à la recherche de nouveaux talents pour sécuriser nos réseaux. Le CSCBE nous donne l'opportunité de rencontrer en quelques jours les meilleurs étudiants de dernière année et, qui sait, de peut-être leur proposer un emploi chez CBC.*

**Pascal Wathelet, Commandant auprès de la Défense** : *La cybersécurité représente une part importante des responsabilités de la Défense.* Au sein de *la Défense, nous sommes à la recherche de personnes capables de travailler en équipe et pour dénicher de telles personnalités, la seule solution est d’observer les gens travailler ensemble. Pendant le CSC, nous avons eu l'occasion de discuter avec eux en personne de ce que nous avons à leur offrir.*

## Quelques chiffres du CSCBE 2018

* Plus de 500 participants à la phase de qualification
* Flandre : 55 %
* Bruxelles : 20 %
* Wallonie : 25 %
* augmentation annuelle de 35 % du nombre de participants
* 146 participants à la finale à Bruxelles
* Flandre : 54 %
* Bruxelles : 20 %
* Wallonie : 25 %
* 22 femmes ont participé aux qualifications, dont 6 ont atteint la finale; 2 d’entre elles ont fini dans le top 8 des qualifications
* 12 entreprises activement à la cherche d’experts en cybersécurité ont participé au CSCBE, 7 entreprises ont organisé un « real life sponsor challenge »

## Quelques chiffres pour le ECSC 2018 de Londres

* 4 jours
* 17 pays participants
* 1 équipe belge
* 10 équipiers
* De nombreux défis

**Pour plus d’informations à propos du CSCBE:** <https://www.cybersecuritychallenge.be>

**Pour plus d’informations à propos du ECSC:**

<https://www.europeancybersecuritychallenge.eu>

**Contexte**

**À propos de NVISO**

NVISO est une jeune entreprise innovante spécialisée dans la sécurité. Elle aide les organisations à mettre en place un environnement online plus sûr et vise en particulier une prévention optimale, une détection rapide et une réponse appropriée aux actes de cybercriminalité. En 2016, NVISO figurait parmi les lauréats du « Defence Innovation Challenge » organisé par l’agence OTAN d’information et de communication (NCIA), dans la catégorie « automatisation cognitive et apprentissage machine ».
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**À propos du Centre pour la Cybersécurité Belgique**

Le Centre pour la Cybersécurité Belgique (CCB) est le centre national dédié à la cybersécurité en Belgique. Le CCB a pour mission de superviser, coordonner et veiller à la mise en œuvre de la stratégie belge en matière de cybersécurité. C’est en optimalisant l’échange d’informations que la population, les entreprises les autorités et les secteurs vitaux pourront se protéger de manière adéquate. Pour plus d’infos : [www.ccb.belgium.be](http://www.ccb.belgium.be).
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