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# **Belgian “**Red Daemons” naar

# EUROPEAN CYBER SECURITY CHALLENGE

Brussel, 10 oktober 2018

Een team van 10 Belgische ICT studenten jonger dan 21 jaar zal België tijdens de Europese Cyber Security Challenge (ECSC2018) van 14 tot 18 oktober 2018 in Londen vertegenwoordigen.

Ze zullen zich in meten met de beste teams uit 17 andere Europese landen. De deelnemers aan ECSC2018 moeten blijk geven van hoge technische vaardigheden en soft skills om de wedstrijd te winnen. Verder zijn teamwerk en een goede verbale kwaliteiten nodig om complexe en diverse cybersecurity uitdagingen op te lossen.

ECSC2018 is een initiatief van meerdere Europese landen, ondersteund en gefaciliteerd door ENISA, dat erop gericht is om in heel Europa cybersecuritytalent aan te trekken en de actoren uit de cybersecurityindustrie in contact te brengen met jong talent met een groot potentieel.

## Het Belgische team: the Red Daemons

Het team dat België zal vertegenwoordigen, bestaat uit het winnende team van de Cyber Security Challenge Belgium (CSCBE), die plaatsvond in maart van dit jaar. Dat team wordt aangevuld met de top 5 van deelnemende studenten jonger dan 21, zodat we een team van 10 deelnemers naar Londen kunnen sturen. De CSCBE is een nationale competitie waaraan alle laatstejaarsstudenten in ICT van de Belgische hogescholen en universiteiten kunnen deelnemen.

Na een eerste kwalificatieronde met meer dan 500 studenten namen 146 deelnemers het tegen elkaar op in een twee dagen durende, zenuwslopende afvalronde.

Voor de studenten is dit een opportuniteit om een job of stageplaats in de wacht te slepen. De winnaars van de CSCBE kregen een reis aangeboden naar en toegang tot DEF CON, één van de grootste hacker-conferenties die plaats vindt in Las Vegas.

Partners aan het woord

Phédra Clouner, Adjunct Directeur Centrum voor Cybersecurity België (CCB): *Wij zijn trots dat we een team van getalenteerde studenten naar Londen kunnen sturen. We zijn ervan overtuigd dat ze ons land waardig gaan vertegenwoordigen. Tegelijkertijd is belangrijk dat deze ICT studenten ambassadeurs zijn en cybersecurity als afstudeerrichting mee promoten. In België, zoals in alle landen, ontbreekt het aan cybersecurity-experts, terwijl cybersecurity steeds vaker voorkomt. Dit is een kans voor ons om te investeren in de toekomst van cyberveiligheid en in toekomstig talent dat ons zal helpen het land te beschermen.*

**Kurt Ceuppens, CEO van NVISO en initiator van het project** *: Als initiator van de Cyber Security Challenge in België ben ik heel fier over hoe het project is uitgegroeid tot een niet te missen opportuniteit voor de studenten en de sector. Het feit dat het team dat België gaat vertegenwoordigen in de European Cyber Security Challenge uit de CSC Belgium komt, is voor ons natuurlijk nogmaals een bevestiging van de kwaliteit van het event en het talent van de deelnemers. Hopelijk brengen ze de beker thuis naar België. Voor de eerste keer.*

**Jan De Blauwe, Cyber Security Coalition**: *De Belgische Cyber Security is een echte niche markt. Zonder initiatieven zoal de CSCBE zouden we voortdurend de beste kandidaten weg moeten halen bij elkaar. De Cyber Security Challenge Belgium creëert opportuniteiten voor de sector zoals nooit tevoren. Dankzij de Challenge maken we de groep van potentiële, toekomstige security medewerkers groter. We kunnen het project dan ook alleen maar ondersteunen.*

**Dominiek Christiaens, Head Security Operations Center KBC**: *Als financiële instelling zijn wij altijd op zoek naar nieuwe talenten om onze netwerken te beveiligen.  De CSCBE geeft ons de kans om op enkele dagen tijd de beste laatstejaarsstudenten te ontmoeten en wie weet hen een job aan te bieden bij KBC.*

**Pascal Wathelet, Commandant, Defensie**: *Cyber Security is een belangrijk onderdeel van de verantwoordelijkheden van Defensie.  Bij Defensie zoeken we echte teamspelers en dit kan je enkel detecteren wanneer je de mensen samen ziet werken.  Tijdens de CSC hebben we de kans gekregen om met hen face to face te praten over de opportuniteiten die we hen te bieden hebben.*

## Enkele cijfers CSCBE 2018

* Meer dan 500 deelnemers aan de kwalificatieronde
  + Vlaanderen:55 %
  + Brussel: 20%
  + Wallonië: 25 %
* 35% jaarlijkse toename aan deelnemers
* 146 deelnemers aan de finale in Brussel
  + Vlaanderen: 54%
  + Brussel: 20%
  + Wallonië: 25%
* 22 vrouwen namen deel aan de kwalificaties, waarvan 6 het tot de finale haalden, 2 van hen eindigden in de top 8 van de kwalificaties
* 12 bedrijven actief op zoek naar cyber security experts namen deel aan de CSCBE, 7 bedrijven organiseerden een real life sponsor challenge

## Enkele cijfers ECSC 2018 Londen

* 4 dagen
* 17 deelnemende landen
* 1 Belgisch team
* 10 teamleden
* Heel veel challenges

**Meer informatie over de CSCBE:** <https://www.cybersecuritychallenge.be>

**Meer informatie over de ECSC:** <https://www.europeancybersecuritychallenge.eu>

**Achtergrond**

**Over NVISO:**

NVISO is een jong en innovatief bedrijf van security professionals dat ondernemingen begeleidt naar een veiligere online omgeving. Het streeft naar een optimale preventie, snelle detectie en adequate respons in geval van cybercriminaliteit. In 2016 was het bedrijf een van de laureaten van de 'Defence Innovation Challenge' van het NAVO Communicatie en Informatie Agentschap (NCIA, NATO Communication & Information Agency) in de categorie ‘cognitieve automatisering en machine learning’.

**Perscontact CSCBE**

Giovanni Salvo

[Giovanni@masterplanevents.be](mailto:Giovanni@masterplanevents.be)

+32 474 87 29 06

**Over het Centrum voor Cybersecurity België:**

Het Centrum voor Cybersecurity België (CCB) is het nationale centrum voor cyberveiligheid in België. Het CCB stelt tot doel het superviseren, het coördineren en het waken over de toepassing van de Belgische strategie betreffende cyberveiligheid. Door het optimaliseren van de informatie-uitwisseling zullen de bevolking, de bedrijven de overheid en de vitale sectoren zich gepast kunnen beschermen. Meer info op [www.ccb.belgium.be](http://www.ccb.belgium.be)

**Perscontact Centrum voor Cybersecurity België**

Marion Dargent

T: +32 473 46 44 78

[marion.dargent@ccb.belgium.be](mailto:marion.dargent@ccb.belgium.be)